Name:






Username:







Password:
The use of this password to access the network signifies acceptance of the Colleges Policies concerning it.

Staff are advised that IT staff are authorized by the Principal to routinely monitor the Network to ensure the safety of our students.
When you logon to the Novell network you need to logon as Username.staff. The .staff is not necessary if accessing your email or the internet. You can access your current download limit by going to the address www.stats.

Your default College email address will be Username@alligator.vic.edu.au and can be accessed over the internet from the address mail.alligator.vic.edu.au

Prohibited Use of the College Network

Electronic communications are neither private nor secret and can be easily misconstrued by recipients or mistakenly sent to the wrong recipient.  In Australia, State and Federal legislation prohibits transmissions  that contain objectionable material.  In addition, emails that may appear humorous and innocent can be unlawful and infringe racial and sexual discrimination and harassment policies.

Prohibited uses of the School’s electronic communication system include any conduct that:

(i) violates or infringes the rights of any other person, including the right to privacy;

(ii) contains real or potentially defamatory, false, inaccurate, abusive, obscene, violent, pornographic, profane, sexually-explicit, sexually-oriented, threatening, racially-offensive or otherwise biased, discriminatory or illegal or any other inappropriate material;

(iii) has instructions on the manufacture and/or use of illegal and/or dangerous products, substances or materials or any other illegal or subversive activity;

(iv) violates any other School policy, including prohibitions against harassment of any kind;

(v) forwards confidential messages to personnel to whom transmission was never authorised by the School, including persons within the School Community and persons/organisations outside that Community;

(vi) accesses copyright information in a way that violates copyright;

(vii) attempts or succeeds in obtaining unauthorised access to electronic communication systems, attempts to breach any security measures on any such system, attempts to intercept any electronic transmissions without proper authorisation, or unauthorised use of a password/mailbox, including constructing electronic communication so that the communication appears to be from another person/organisation;

(viii) broadcasts unsolicited personal views on any matter;

(ix) fails to use the system as prescribed, thus permitting infection by computer virus or deliberate infection by computer virus;

(x) involves the establishment or conduct of personal or private commercial or business transactions, including Internet banking and share trading, advertising and political lobbying;

(xi) propagates chain e-mails or forwarding messages to groups or lists without the consent of the user;

(xii) results in unauthorised external access to the School’s electronic communication system;

(xiii) consumes excessive bandwidth;

(xiv) interferes with the ability of others to conduct the business of the School; or

(xv) contradicts or potentially contradicts the ethos or Core Values of the School.

