[image: image1.wmf] 


ST BRIGID’S COLLEGE
Information Technology
 Y8 Internet/Email Safety & Skills-Unit 7
TERM 3 
	Key ‘overarching’ essential learning questions:

· What constitutes ‘Internet safety”?  What constitutes ‘Email safety”?
· How can a user determine just what data is genuine and what can be perceived as a ‘threat’?
· Just what IS a ‘threat’ and what measures should be taken to deal with it (or them)?
· Viruses, External data threats(physical & logical), Inappropriate material etc…Measures to deal with these issues.
· Computer safety at home and who are the ‘stakeholders’ there?

	Strand
	Domain
	Dimension
	Key elements of the Standard
	Rich Teaching and Learning Activities
	Assessment Evidence
	Resources

	Interdisciplinary 
Learning
	ICT 
	Visual Thinking
Creating
Communicating
	Using ICT tools to visualise thinking
Visualising thinking strategies

Modifying visualising thinking strategies

Reflecting on visualising thinking strategies

Designing solutions and information products
Producing solutions and information products
Evaluating solutions and information products
Managing files
Creating digital portfolios
Using safe work practices
Ethical  and legal obligations
Locating data and information
Evaluating data and information
Sending and receiving data and  information

	Students for this topic will encounter some new terminology:
· Computer threats

· Physical and Logical data security

· Just ‘who’ are hackers?

· Different virus types?

· What is ‘acceptable’ material?

· Harmful images – definition?

Age vs Experience and the context of how this influences internet use;

Protecting home computer data with the use of backups;

Students initially here are introduced via class discussion about ‘what are their concepts about internet/home computer safety’?

Students are required to do a role play as part of the learning involving their research of an ‘issue’ involving internet use.

Examples of the ‘issue’ may include:

· Inappropriate websites/images;
· Virus infections;
· Data security breaches;
· Threats to computer systems(physical & logical);
· Email issues over its use and content.
Students for their roleplay are required to demonstrate:

· The topic

· A script for their presentation

· The presentation either electronically via projector or manually acted out

· A clear summary of the issue being presented

· A comment on their learning during the research and presentation of the issue

· Teamwork is to be clearly demonstrated in both the presentation AND the research via an allocation of tasks to team-members
	Student Self evaluation;
Peer review;

Group presentation;

Formal and Informal discussions about issues;

Evidence gained from research for presentation;
	School network;
OH&S gov’t rulings on electronic publications;
‘Whitepapers’ on internet safety issues and safe email usage;

PPt presentation on ‘internet safety’ with statistics;
Various virus websites and their subsequent linked information;

Parents of students who daily take an active interest in their son/daughter’s home computer/internet use
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