Chapter 2: Computer and Network Architecture
Answers to Review Your Knowledge Questions

1. What is the difference between data and information?

Data is a set of numbers, words that makes no sense, information is meaningful and useful.

2. Explain the difference between efficiency and effectiveness?

The reasons for using specific hardware and software can be explained in terms of efficiency and effectiveness. The efficiency of the processes involved can be improved by being faster, easier and costing less. The effectiveness of the product can be improved by being more accurate, more relevant, easier to use, better quality and more complete/comprehensive.

3. Describe in detail each step of information processing

Acquisition – colleting and gathering data from one or more sources. 
Input – entering the data into the computer system. 
Validation – checking that the data has been entered accurately. 
Processing – production and manipulation of data into information in the memory. Storage – long-term storage of data and information transferred from the memory. Retrieval – retrieving the data/information from long term storage into the memory. Output – displaying the data/information-from machine readable to human readable forms. 
Communication – sending the output to people in hard or soft copy.
 Disposal – removing the data/information form the information system for destruction or archiving.
Input Steps

4. What is meant by binary format?

Data or information is stored in numerical format using the binary numbers 0 and 1.

5. List some of the well known codes or formats for data files.

ASCII for text, WAV for sound, BMP for images

6. How would you go about acquiring and inputting data on what kinds of food the members or the class prefer to eat?

Send out a survey and record the number of preferences in the computer in numeric form.

7. In a data base containing information about the members of a tennis club what kind of data is best validated by 

· Manual means - spelling of names of members, addresses that vary so much that electronic validation is not easy
· Electronic means - date of birth, telephone numbers that have a restricted range
8. What factors might cause a manufacturer of a printer to update the device drivers for one of their printers? How would the manufacturer reach those customers who owned the printer?

A bug in the device driver or the printer is connected to an upgraded operating system. The manufacturer could email registered users or display a message on their web site.

9. What data does a keyboard input best?

Text and numeric data
10. Name two common input devices. Describe their role and how they function.

Scanner to input images by coding each element of the image as a number specifying the colour
Microphone to input sound by recording many samples of the sound as numbers specifying the volume and frequency

11. What does the term peripheral device refer to?

Items of hardware that are attached to the outside of the computer case and are usually used for input, storage or output of data/information

12. What does the term digitising mean?

The coding of data into a numeric code that can be stored in a computer
13. What does the term ergonomics mean?

The branch of engineering science in which biological science is used to study the relation between workers and their environments so that the best working environment is designed and built.
14. Name and describe three pointing devices often used. Provide an example of how each pointing device could be used.

Mouse - used for general purpose pointing on a desk with plenty of space
Trackball - used for a mouse that is often attached to the keyboard to save space
Touchpad - used in laptops and is part of the case of the computer for easy transport
15. What are the advantages of wireless connections for a keyboard and mouse?

They can be used without the need to have messy cables and can be used in positions that a cabled mouse or keyboard cannot

16. What problems are commonly associated with voice recognition software?

Speed of speech, accents and different pronunciations of words can hinder the use of voice recognition software

17. Why is a joystick the preferred device for playing games?

It can be manipulated in a manner that is more suitable for playing of the games
18. Describe how a store would use a touch screen.

A store can have a list of all of their products on a touch screen computer just inside the door and these can be accessed by a customer to find where they are and their price.

19. Describe the function of a scanner.

The optical scanner is a common device for inputting images into a computer. The image is stored in memory and can be stored on disk in various formats, but usually in bit-map form. Each dot on the image is changed into a binary numerical code that holds data about the colour used by a particular dot and the brightness (or intensity) of each of the colour elements of that dot. The more binary digits used the greater the amount of data that can be coded. Images that have an 8-bit code do not contain as much information as one with a 24-bit code.

20. How do scanners and digital cameras compare? When would you use one rather than the other?

Digital cameras are portable and so can be used outside and inside and for static and moving images. A scanner usually produces a higher quality image.

21. What is the purpose of a sound card?

To digitalize the analogue sound that comes from a microphone or to transform digital sound into analogue sound using speakers.
Processing, Storage and Retrieval

22. What are the advantages of USBs as opposed to parallel or serial ports?

USB ports can send and receive data much faster and can be used to replace both types of ports with a common plug. USB ports can connect more than one device using a daisy-chain system.
23. “The CPU or microprocessor is the heart of the computer”. What are the two components that comprise of the CPU ? Describe what their role and function.

Control Unit and Arithmetic/Logic Unit - The control unit directs the execution of the program instructions, interprets these instructions and then instructs the arithmetic/logic unit what to do with the data.
24. What are the characteristics of a CPU which determine how powerful it is?

The word size and the clock speed. The word size is the number of binary bits that can be processed at one time. The clock speed is the number of instructions that can be processed per second.

25. What is a cache?

Inside the CPU is a special section of memory called a level 1 cache. This is very high speed memory that is used to hold data that is most frequently used. There may also be a level 2 cache that is not an integral part of the CPU but may be part of the chip. The larger the sizes of the cache the faster the CPU will operate as it does not need to wait for the much slower normal memory (RAM) to supply it with data.  

26. Describe the different kinds of memory and explain their important in the functioning of a computer.

RAM stands for random access memory, this memory that is used to temporarily store data inside the computer. ROM stands for read only memory and permanent memory which is found in computers and also other appliances; it contains programs and data that are used to organize and control the hardware. 

27. What is the difference between system software and application software?

System software programs that provide a link between the user, the application software and the hardware. The user and the application software have no direct contact with the hardware. For example, all requests to load, save, rename, copy, delete and move files are made to the operating system software by the user directly to the operating system or through the applications software to the operating system. The operating system performs the requested action, as it is the only part of the computer system that knows the location of the files on the various disks and the details of the files such as the type and size. The main part of the operating system resides in the RAM and the other programs stay on the main hard drive until they are needed.  

28. Why will an application written in Java run on any operating system?

An application that is written in the Java programming language is designed to operate on any hardware/software platform as there is extra software called a Java interpreter for each particular platform that forms another operating system layer between the native system software and the Java application.

29. What is the purpose of Utility programs?

Utility programs are used for one specific operating system task, such as scandisk or defragmenting programs. These are found in the operating system folder and loaded into memory and run when necessary.

30. What program controls the start up of the computer?

When the computer is started or booted, a small operating system program called the BIOS (basic input/output system) is run which is stored in a small amount of ROM. It controls the basic devices, the keyboard, the screen and the disk drives. The last task of the BIOS program is to find an operating system on the hard or floppy disk drive, retrieve and store it in the normal RAM and pass control over to it.   

.
31. What is meant by the term “public domain software”? 

Public domain software is free to use software.

32. Why would you not chose to run your computer using a free operating system?
There is can be little support for some types of free OS’s in the form of manuals or websites and the software may be difficult to use and may not have all the functions required.
33. Why was the development of the graphical user interface a step forward for computer systems?

GUIs made the use of computers much more intuitive and easier to use with the use of image based windows, mouse input, icons and in-context menus (right click)

34. How do operating systems assist with disk and file management?

The operating system keeps track of the details of each file, its name, size, type, physical location on the storage medium, and performs file management functions including deleting, copying, moving, naming. As well the OS monitors the state of each disk to identify parts that are bad and cannot be used. Also modern OSs help with the installation and deletion of application and utility software using Plug and Play.

35. Name some standard application software for each of the main kinds of data being processed.

Character Data – Word processing and database software

Numeric Data – Spreadsheet and accounting software

Image Data – Drawing, painting, CAD and presentation software

Video Data – Video editing software

Sound Data – sound editing software
36. Why would you install a UPS?

You need to install a UPS to guarantee that mission-critical applications such as banking systems continue to run all the time without interruption.

37. Evaluate the pros and cons of each of the data storage methods.

Magnetic tape – Is convenient, cheap and an easy way of backing up, There is no index that can be used to find where a specific file is on the tape. 
Floppy Disks – Portable, cheap and an easy way of backing up data and access is faster than tape. Not enough storage space for large programs and files. 
Hard Disks – Large storage capacity, not very portable, more costly. 
Compact discs – Reasonable amount of data capacity, good for data such as music, programs, multimedia and games. 
Smart cards – portable, replaces cash, capacity is larger than a normal card. 
Solid state storage – easy, fast information storage, but limited capacity.

38. What does it mean when html is described as a formatting language not a programming language?

HTML is a formatting language because it describes how the data is be formatted and placed on the screen.  It is not a programming language. Tags or markups are codes that specify how the page is to be displayed. Tags are also used to access dynamic content and interactive elements such as scrolling banners using scripts and applets.
39. Why are the advantages of having specific file formats?

Specific file formats are used to store different types of data in the best possible way. Sound, images, etc have different formats as the data is different and needs to be stored in different ways.

40. What methods are used to ensure that data is secure?

Encryption, passwords and permissions, firewalls and anti virus programs

41. Identify the different kinds of viruses?

Trojan-horse, time and logic bombs and worms

42. Which kind of virus would you least like to receive on your computer at home?

Time and logic bombs as they are more destructive than the others which usually need an Internet connection to effect the computer.
43. Which kind of virus would you least like to receive if you were a network administrator? Why?   
A worm because it will spread across your whole network and will clog it up, it is also very time-consuming to eradicate.
  Output steps

44. What would be the best kind of screen for an accountant? A graphic designer?

Accountant - average screen as mostly text and numeric data. Graphic Designer - large, high resolution screen to display images

45. Why are laser printers considered superior to other standard printers?

They are quicker and usually have better quality output.

46. Would you rather watch a DVD on a computer, a television or a data projector? Justify your choice.

I would rather watch a DVD on a computer because it is far easier to control and is far more interactive. If it is displayed on a large screen, it can be much better quality than a data projection screen or a television.

47. What are the issues involved in data storage?

The amount of storage, the access to the data from different locations, the transport of data, the different file formats, the backup and aging of data all can create problems for computer users.
48. What are the positives and negatives of email?

Email is very easy to use, can be sent from any computer with an Internet connection, cheap, and can be read from any computer with an Internet connection. Email is subject to security, storage (backup and access) and privacy concerns.

Network Architecture and Operations

49. What are the advantages of having computers on a network?

Networks are used for a number of reasons that involve the more efficient and effective management of resources, hardware, software, data and people. Communication within networks is very easy. .File transfer is much faster via a network. Sharing of software, Internet connections, files and peripherals is made possible between machines.

50. What is the difference between a LAN and a WAN?

Networks that connect computers in a building, room or one physical area are called Local Area Networks (LANs). Networks that extend over larger physical areas such as parts of cities, interstate, between cities or between nations are called Wide Area Networks (WANs). Also networks can be connected together to form networks of networks in organisations.  This usually happens when different departments need to occasionally communicate with each other but not often enough to be fully connected into one large network.

51. What efficiencies can a business have if their computers are networked?

The time to install software. Time to distribute information. Cost of a single albeit networked version of the software as opposed to multiple copies. Multiple users working on the same project can cooperate faster, easily and with less cost. Effort to communicate, print, access files, etc. There are many more.
52. Explain each of the basic elements of a network.

· A sending device that contains the data/information to be sent - usually a computer but a sending device can another device such as a fax-machine or digital camera.

· A communications device that prepares (encodes) the data/information for sending along a communications channel – such as a modem or network card

· A communications channel that the data/information travels along - such as a telephone line or networking cable

· A communications device that receives the data/information and prepares (decodes) it for use by the receiving device - a modem or network card

· A receiving device that accepts and uses the data/information - usually a computer but can be another device such as a printer

53. What is the difference between routers, switches and hubs?

Routers direct and control data traffic along pathways that are least busy at the moment based on the IP address of each computer (node) on the network. Hubs are connections for a small network between computers and data is sent to all the nodes connected to the hub. A switch is a network device, like a hub, but it selects the path for sending a unit of data, instead of sending it to all computers, based on the MAC address of the destination and is used to separate various parts of a network..

54. What is the function of a proxy server? What advantages does the use of proxy server give?

A proxy server is a program on a special server computer that is used to access websites on behalf of other computers; hence it acts as a proxy for the actual Internet. When a computer wants a website, it is retrieved by the proxy server and then sent to the requesting computer often after it has passed the firewall program. This means that the computer on the Internet hosting the Web page never comes into direct contact with a computer on the network other than the proxy server so the proxy server can act as a guard.

Proxy servers can make Internet access more efficient. Pages that have been accessed from a website are stored on the proxy server. The next time that page is needed it does not have to be downloaded again from the Web site. Instead it is loaded from the proxy server much faster than if it was accessed from the Internet.

55. Evaluate each of the network topologies. Which one would best suit a school? Justify your choice.

Bus network – these are easy to install for a home network or a business network, it is cheap, simple to implement and each computer is equal to another. Ring network – a ring network is useless when the cable is broken as it needs to connect all of the computers. Star network – if the cable is broken to a star network, the other computers aren’t harmed or affected. 
A star network would best suit a school because there is really only a need for one central computer and many other networked client computers in sub-networks.

56. What is meant by a protocol?

A protocol is an agreed way of sending and receiving data between computers. The various parts of a network need to communicate with each other and so need to speak a common language or protocol. Protocols define how the communications session is established, how information is transmitted, its speed and formatting or packaging, and how errors in transmission are detected and corrected. The data must be assembled and addressed in a way that both computers understand. There are many different protocols and some are faster or more reliable or have better error checking.

57. What is the function of a server? In what ways is a server different from other computers?

In general, all computers on networks are either servers or clients. Servers provide services to client computers. The simplest server is a computer where files are stored and can be accessed as if they were on the client machine, a file server. However special software is often required to provide the services such as Web (html) pages, database access, email, FTP, and telnet. It is possible for a machine to be both a server and a client, for example, in a peer-to-peer network where all computers are equal. A computer may be dedicated to email or another service or may be able to handle more than one service. Security and maintenance are often reasons for using dedicated servers.
58. Why would you need a special network operating system?

A network operating system is an operating system that has special features for connecting computers, and peripheral devices such as printers into a local-area network. Some operating systems, such as UNIX and the Mac OS, have networking functions built in. However network operating system can also mean software that adds to a basic operating system by including networking features, for example Novel Netware can sit on top of Windows system software. 

All networking software has a range of functions to perform once the connection has been made; the software can be very sophisticated and automated or very simple. 

The operations to be monitored and controlled are:

1.
Administration – the management of users is the main task. Their authorisation details need to be added, deleted and organised into groups. Backup procedures need to be run.

2.
File Management – the location and transfers of files being used needs to be managed between users and storage locations.

3.
Other resource management, such as printer management that involves the spooling of print tasks and the allocation of these tasks to the appropriate printer.

4.
Security – the access rights of users need to be set up and monitored.

59. How does a modem function?

Modems mo-dulate (and dem-odulate, thus the term "mo- dem") the digital data into electrical analogue form for use along a telephone line. The digital data comes from the sending device in the form of high and low voltage, e.g. a digital 1 could be 5 volts and a digital 0 would be 0 volts. This data must be transformed into an electro-magnetic signal along a telephone line. On a telephone line a digital 1 is a high frequency and a digital 0 is a lower frequency of signal/sound. The loudness of the signal is the amplitude of the signal. Listen to a modem signal on a telephone line and you will here a series of high and low frequency sounds. At the receiving end of the line the signal is changed back into a voltage so the receiving device can use it. 

60. What are the strengths and weaknesses of the various communications media?

Twisted-pair cable  
used for telephones and local area networks, but this medium is very susceptible to signal corruption due to stray external electrical signals, but is suitable for connecting devices to networks like computers and printers. It consists of two unshielded wires twisted around each other (UTP). 

Coaxial cable 
is high capacity cable that is shielded and suitable for long distance connections. Thin coax cable can be used for local area networks and home TV cabling.

Fibre-optic cable 
this is made of glass, is very high in data-carrying capacity, suitable for long distances and very fast with no chance of electrical interference and little chance of chemical corrosion or pest infestation. Suitable for backbones in networks and for Internet cable connections.

Radio waves 
wireless connections for network are becoming more common but they are multi-directional and can be interfered with easily so are currently only used for short distances. 

Infrared 
communication mechanisms are used to connect devices like computers and printers over short distances and with line of sight.

Microwave
is like radio but can be directed over long distances but line of sight is needed between pairs of transceivers.

Satellite
 to transmit over very long distances satellite transmission is often the preferred means but special equipment, a satellite dish, and a strong signal are required. Furthermore, allowance must be made in the driving software for the 'round trip' delay caused by the time for the packages of data to travel from earth to the satellite and back to the receiver satellite station

61. What do we mean by bandwidth?

A very important aspect of communications channels is the bandwidth, the range of frequencies (number of cycles per second or Hertz for analogue communications) OR the amount of digital data in bits per second (bps for digital communications) that can be carried. A typical voice signal has a bandwidth of approximately three kilohertz (3 kHz); an analogue television (TV) broadcast video signal has a bandwidth of six megahertz (6 MHz) - some 2,000 times as wide as the voice signal. A modem that receives data at 57,600 bps has twice the bandwidth of a modem that receives data at 28,800 bps.

62. Why is a patch panel needed for managing network cabling?
A patch panel is usually mounted in a frame or rack with access from the front and rear and acts as a manual switchboard. The various ports on the front of the patch panel are connected with patch cords that can be rearranged by unplugging the cords and plugging them into different ports on the front, so connecting different components of the network together. The ports on the front are usually labelled so the technician knows what component of the network is connected to the corresponding cable at the back of the panel. This is much easier than trying to read names on cables. 

63. What is packet switching?

The Internet is based on a packet switching technology – the TCP/IP protocol - that controls the transmission of data across the Internet. The data is split up into parts called packets that are sent from network computer to network computer via intelligent routers until they reach their destination network and then are re-assembled into the original data for transmission to the computer that requested the data.

64. Explain TCP/IP.

Individual packets can travel along different routes depending on how busy certain routes are with other data packets. Each packet of data is encapsulated with information that tells each router and computer network along the way what needs to be done to the data. When the data reaches its destination this information is stripped away to leave the original data. The protocols are created and executed in layers so that the data can be transmitted across networks that contain different hardware and software. 

The first level is the file information to indicate the type of process or application that is sending data across the Internet, such as e-mail, HTML or file transfer (FTP which means File Transfer Protocol). 

The TCP level is the Transfer Control Protocol that splits the data into packets and attaches information to the packet that is used to check if the data has arrived correctly at the destination computer, and is used to re-assemble the data. 

The IP level is the Internet Protocol that adds information about the destination and sending addresses and is used to control the transmission across the Internet as the packets travel from one network computer to another. 

In the final level there is attached a hardware network channel protocol such as the Ethernet, token-ring, fibre-optic, Point to Point (P-to-P) for telephone connections, that are peculiar to each network communications channel the packets pass through. 

The intelligent routers detach old network protocols and attach new network protocols as they pass the packets from network to network.

