Electronic Banking and unauthorised viewing of personal account information

Issue: Where a school wishes to provide access to electronic banking to personnel other than the Principal (CBA NetBank Accounts only), if access is not set up correctly the unauthorised viewing of the principals’ personal account may result.  

Solution: Schools with a CBA Official Account are required to apply for a 2nd Client Number to ensure access to electronic statements by personnel other than the principal limits statement viewing to the school Official Account only.  In order to achieve this, the principal as authorising officer, must register a 2nd Client Number application at the local CBA branch and ensure the school address is lodged as part of this application.  Once the 2nd Client Number is confirmed and received by the school, Business Managers/SSO's can complete reconciliation and other cash management tasks by accessing the Official Account only.  
For further details contact CBA Netbank Helpdesk on 13 2828.

 
